
    
    














    	Skip to content
	Skip to search
	Skip to footer






    














    
    
    
        	Cisco.com Worldwide
	Products and Services
	Solutions
	Support
	Learn
	Explore Cisco
	How to Buy
	Partners Home
	Partner Program
	Support
	Tools
	Find a Cisco Partner
	Meet our Partners
	Become a Cisco Partner


    

    

















    
    













   









	
		
		        





















   
    	
	Support




	Product Support

	Wireless

	Cisco Aironet 1810 Series OfficeExtend Access Points


    



		
		        Cisco Aironet 1810 OfficeExtend Access Point

		
	

     
    

   
















    
        










































  
  
  

  
  
  


  
    
      
        
        

        	Series	Cisco Aironet 1810 Series OfficeExtend Access Points
	Product Type	Access Points
	Status	
                
                  
                  
                    End of Sale
                    
                      EOL Details
                    
                    

                    
                  
                  
                

              
	
                    Release Date
                    
                 	07-MAR-2016
	End-of-Sale Date	
                30-OCT-2019
                
                
                
              
	End-of-Support Date	
                31-OCT-2024
                
                
                
              
	Product ID	View All PIDs
	
                    
                    
                      Primary PIDs for this product line:  

                        	AIR-OEAP1810-A-K9
	AIR-OEAP1810-B-K9
	AIR-OEAP1810-C-K9
	AIR-OEAP1810-D-K9
	AIR-OEAP1810-E-K9
	AIR-OEAP1810-F-K9
	AIR-OEAP1810-G-K9
	AIR-OEAP1810-H-K9
	AIR-OEAP1810-I-K9
	AIR-OEAP1810-K-K9
	AIR-OEAP1810-N-K9
	AIR-OEAP1810-Q-K9
	AIR-OEAP1810-R-K9
	AIR-OEAP1810-S-K9
	AIR-OEAP1810-T-K9
	AIR-OEAP1810-Z-K9
	AIR-OEAP1810AK9-RF
	AIR-OEAP1810AK9-WS
	AIR-OEAP1810BK9-RF
	AIR-OEAP1810BK9-WS
	AIR-OEAP1810DK9-RF
	AIR-OEAP1810EK9-RF
	AIR-OEAP1810EK9-WS
	AIR-OEAP1810HK9-RF
	AIR-OEAP1810NK9-RF
	AIR-OEAP1810RK9-RF
	AIR-OEAP1810RK9-WS
	AIROEAP1810-QK9-RF


                    

                     
                       Alternate PIDs for this product line:  

                        	AIR-OEAP1810-CRD
	AIR-OEAP1810-CRD=
	AIR-OEAP1810DK9-WS
	AIR-OEAP1810HK9-WS
	AIROEAP1810-QK9-WS


                      
                    

                  
	















 

      
        This product is supported by Cisco, but is no longer being sold.
      

  

	








































	

  


	





      


      

      
        
          
              
                  	



                  
                  	


              

              
              
                  
                      
                          

                      

                  

              
          
          
        
      


      

    
    
  









    

    





     
        
            














    


            















 

	Contact Cisco 
		Open a TAC Case Online
	US/Canada 800-553-2447
	Worldwide Support Phone Numbers
	All Tools
	 Feedback






            



        

                                
                                        
                                        
                                                
                                          		Other Languages
                                        
                                        
                                        
                                                

                                        

                                

             




        

        
		
    





    
         
 











     


 



    

































    	Documentation
	
            
        
        
            
                
                
                
                   
                       
                       

                       

                   

                   
                         
                           

                          
                                 Top Search Results

                                   
                                   

                             

                       Load More
                       View English Results
                       View English Results
                       Close Results
                     

                   
               

             

            
















    use JS to put chosen tab in here or hide
    	Key Information
        
	Customers Also Viewed
        
	Saved Content
        


    
        

















    Key Information
             
      
 




    

    
        













    Customers Also Viewed 

    




    

    
        














    Saved Content 

     
    	
			
                You can now save documents for easier access and future use. Saved documents for this product will be listed here, or visit the My Saved Content page to view and manage all saved content from across Cisco.com. 
				


            	 Log in to see your Saved Content. 
            

        


    


    


 

            


     
        
        


   
    Recent Security Notices
        
    	
              
              27-Sep-2023
                
                    
                    
                     
                        
                            Security Advisory: Cisco Access Point Software Uncontrolled Resource Consumption Vulnerability
                        
                    
                    
                

               
	
              
              27-Sep-2023
                
                    
                    
                     
                        
                            Security Advisory: Cisco Catalyst 9100 Access Points Denial of Service Vulnerability
                        
                    
                    
                

               
	
              
              22-Mar-2023
                
                    
                    
                     
                        
                            Security Advisory: Cisco Access Point Software Denial of Service Vulnerability
                        
                    
                    
                

               
	
              
              22-Mar-2023
                
                    
                    
                     
                        
                            Security Advisory: Cisco Access Point Software Association Request Denial of Service Vulnerability
                        
                    
                    
                

               
	
              
              22-Mar-2023
                
                    
                    
                     
                        
                            Security Advisory: Cisco Access Point Software Command Injection Vulnerability
                        
                    
                    
                

               


        

        
       

    





       
           Document Categories

  
           
               
                   	Configuration
	Install and Upgrade
	Maintain and Operate
	Reference


               

               
                   	Release and Compatibility
	Security Notices
	Troubleshooting
	
                    
                


               

         
  
       
 
       
 

        
            	
                Security Notices

                	Security Advisories, Responses and Notices
                            
                 
                      Most Recent

                      	Cisco Access Point Software Uncontrolled Resource Consumption Vulnerability 27-Sep-2023
	Cisco Catalyst 9100 Access Points Denial of Service Vulnerability 27-Sep-2023
	Cisco Access Point Software Denial of Service Vulnerability 22-Mar-2023
	Cisco Access Point Software Association Request Denial of Service Vulnerability 22-Mar-2023
	Cisco Access Point Software Command Injection Vulnerability 22-Mar-2023
	Vulnerabilities in Layer 2 Network Security Controls Affecting Cisco Products: September 2022 27-Sep-2022
	Cisco Embedded Wireless Controller with Catalyst Access Points IP Flood Denial of Service Vulnerability 13-Apr-2022
	Cisco Aironet Access Points WLAN Control Protocol Packet Buffer Leak Denial of Service Vulnerability 22-Sep-2021
	Multiple Vulnerabilities in Frame Aggregation and Fragmentation Implementations of 802.11 Specification Affecting Cisco Products: May 2021 11-May-2021
	Cisco Aironet Access Points Arbitrary File Overwrite Vulnerability 24-Mar-2021
	Cisco Access Point Software Arbitrary Code Execution Vulnerability 24-Mar-2021
	Cisco Aironet Access Points FlexConnect Upgrade Information Disclosure Vulnerability 24-Mar-2021
	Cisco Aironet Access Points Ethernet Wired Clients Denial of Service Vulnerability 24-Sep-2020
	Cisco Aironet Access Points UDP Flooding Denial of Service Vulnerability 24-Sep-2020
	Cisco Aironet  Access Point Authentication Flood Denial of Service Vulnerability 24-Sep-2020

                 

View all documentation of this type 
                

          	
                Release and Compatibility

                	Compatibility Information
                            
                          	Feature Matrix for Cisco Wireless Access Points 22-Nov-2022


               

          
	
                Reference

                	Command References
                            
                          	  Cisco Aironet Wave 2 Access Point Command Reference, Release 8.8   16-Feb-2021
	  Cisco Aironet Wave 2 Access Point Command Reference, Release 8.7   16-Feb-2021
	Cisco Aironet Wave 2 and Catalyst Wi-Fi6 Access Point Command Reference, Release 8.10 28-Jul-2023
	Cisco Aironet Wave 2 and Catalyst Wi-Fi6/6E Access Point Command Reference, Release 8.9 16-Feb-2021
	Cisco Mobility Express Command Reference  22-May-2017
	Cisco Mobility Express Command Reference, Cisco Wireless Release 8.10 04-Mar-2022
	    Cisco Mobility Express Command Reference, Cisco Wireless Release  8.9     03-Jun-2020


               
	Technical References
                            
                            
	
                                   
Cisco Aironet 1810 OfficeExtend Access Point


                                        
	Cisco Access Point Radio Reset Code Reference 07-Dec-2020

  
                              

	Open Source Used in Cisco Aironet Wave 2 Access Points, Release 8.7 20-Apr-2018 (PDF - 2 MB)


                                           	
                Install and Upgrade

                	Install and Upgrade Guides
                            
                            
	
                                   
Cisco Aironet 1810 OfficeExtend Access Point


                                        
	EU Directive 1999/5/EC - Compliance Information for the Cisco Aironet 1810 series IEEE802.11 a/b/g/n/ac Wireless LAN products 02-Jun-2016

  
                              

	Channels and Maximum Power Settings for Cisco Aironet 1810 Series Access Points 24-May-2016 (XLSX - 2 MB)
	Getting Started Guide - Cisco Aironet 1810 Series OfficeExtend Access Points 02-Jun-2016


                                           	
                Configuration

                	Configuration Examples and TechNotes
                            
                            
	
                                   
Cisco Aironet 1810 OfficeExtend Access Point


                                        
	Configure OEAP and RLAN on Catalyst 9800 WLC 30-Jun-2020

  
                              

	Configure RRM to Defer Off-Channel Scanning and Disable Off-Channel Monitoring 08-Jan-2020


                                           	
                Maintain and Operate

                	End-User Guides
                            
                          	Cisco Aironet 1810 Series OfficeExtend Access Point User Guide 09-Jul-2020


               

          
	
                Troubleshooting

                	Password Recovery
                            
                          	Reset the CAPWAP Configuration on Cisco IOS and ClickOS APs 26-Apr-2022


               
	Troubleshooting TechNotes
                            
                          	Identify Radar Detection in Dynamic Frequency Selection (DFS) Channels 07-Jun-2023


               

                      

               
        

    

                
          
 
        

	Downloads
	
            
                Log in to see available downloads.


            


            

            


            

               
                     
            

            

            

            
            
        
	Community
	
                
                    
                        	Cisco Community Home
	Ask a Question


                    

                    	
                            Select a Community Board
                            Reset

                        


                    
                        
                            Latest Community Activity For This Product

                            
                        

                        
                            Solved Issues

                            
                        

                        
                            Community Documents

                            
                        

                    
 
                 






                
            







    



     
    

















    



























        
        
    

   
    
















    


































    
    

    
    


